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As the number of security breaches 
increases yearly, cybersecurity has become 
one of the biggest concerns for companies. 
Security defense is as solid as its weakest 
element. Very often this is the human. Over 
80% of all breaches involved human error or 
irresponsible behavior. Having this in mind 
increasing security awareness of employees 
is a very cost-effective defensive activity 
and a must-have for all companies.
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Report any suspicious request 
that might leverage your posi-
tion in the company

Verify the identity of callers 
or senders before sharing 
sensitive information

Be cautious with email at-
tachments and links

Carefully verify web address-
es, especially when the trans-
fer/sign-in prompt appears

Use Multi-Factor Authentica-
tion whenever possible and 
keep it safe
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Respect physical security 
practices and policies

Do not use unknown or 
unverified USB drives

Keep software and sys-
tems up-to-date with se-
curity patches

Regularly back up your 
data

Avoid downloading files 
from untrusted sources

Use a VPN when connect-
ing to the public Wi-Fi
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Discover how to
 elevate cybersecurity awareness

in your organization

Let’s talk


